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INTERNET SAFETY QUIZ FOR KIDS  

 

 

1.  Which of the following friends are okay to add to your 

buddy list? 

a.   Your best friend’s older brother  

b.   A friend you just met at the mall today 

c.   A cool person you met in a chat room or on Facebook 

 d.   None of them 

 

2. Which of these devices have internet access in which other 

people can view your personal information? 

 a.  PSP or Xbox  

 b.  Cell phone 

 c.  Laptop 

 d.  All of the above 

 

3. Which of the following is NOT a form of 

personal information?  

a. Your school and town 

b. What you like to do on the weekend 

c. Your parents’ credit card number 

d. Your dog’s favorite food 

 

4. Which of the following is a form of 

cyberbullying? 

 a.   Sharing someone’s private information online 

 b.   Texting messages that harass 

 c.   Sharing Buddy Lists with others without prior approval 

         d.   All of the above 

   

5.  Who is most likely to view your online profile at some point 

while you’re a kid? 

a. Principal 

b. Parent 

c. Friends 

d. All of the above 
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6. The ultimate goal of a cyber predator is always to:  

a. Become online friends  

b. Send sexually explicit material 

c. Make phone calls 

d. A face to face meeting 

 

7. Which is the most notable social networking site in the  

    nation?  

a. AIM 

b. Bebop 

c. Yahoo Messenger 

d. Facebook 

 

8.  What is the most important thing an internet predator does  

     to ‘groom’ you? 

a. Come to your sports game 

b. Tell you that your parents and friends are mean 

c. Get your phone number 

d. Like all the same things you do to gain your trust 

 

9. The number one risky behavior for kids online is: 

a. Posting on Facebook 

b. Cyberbullying 

c. Flaming 

d. Sharing personal information 

 

10. Which is the best way for kids to safe on  

      the internet? 

a. Only go to recommended sites 

b. Use it at the library or at school only 

c. Don’t use the internet or cell phone 

d. Practice good online decision making skills   


